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Abstract

Most of the QoS routing schemes proposed so far requiregiexchange of QoS state information among
routers, imposing both communication overhead on the nétard processing overhead on core routers. Further-
more, stale QoS state information causes the performanitesé QoS routing schemes to degrade drastically.
In order to circumvent these problems, we focudamalizedQoS routing schemes where the edge routers make
routing decisions using only “local” information and thiweducing the overhead at core routers. We first de-
scribevirtual capacity based routinfycr), a theoretical scheme based on the notiovirtfial capacityof a route.

We then proposproportional sticky routingpsr), an easily realizable approximationvai and analyze its per-
formance. We demonstrate through extensive simulaticaisatttaptive proportional routing is indeed a viable
alternative to the global QoS routing approach.

1 Introduction

Quality-of-Service (QoS) routing is concerned with thelpeon of how to select a path for a flow such that the
flow's QoS requirements such as bandwidth or delayligedy to be met. In order to make judicious choices in
path selection, it is imperative that we have some knowlaifgbe global network QoS state, e.g., the traffic load
distribution in the network. In the design of any QoS routsnpeme, we must therefore address the following two
key questions: 1) how to obtain some knowledge of the globakork state, and 2) given this knowledge, how to
select a path for a flow. Solutions to these questions affiecperformance and cost trade-offs in QoS routing.

*This paper was supported in part by NSF grant ANI-0073819N®H CAREER Award grant NCR-9734428. Any opinions, findings,
and conclusions or recommendations expressed in thisialatss those of the authors and do not necessarily reflewidhes of the National
Science Foundation. An earlier abridged version of thispappeared in the Proceedings of IEEE INFOCOM'2000, Mafi02




1.1 QoS Routing: Globalvs. Localized Approaches

The majority of QoS routing schemes [1, 7, 10, 20, 34, 38, 4dppsed so far require periodic exchangdéird QoS
stateinformation among network routers to obtairglabal view of the network QoS stat€his approach to QoS
routing is thus referred to as tlgdobal QoS routing approach. Because network resource availabiianges with
each flow arrival and departure, maintainiagcuratenetwork QoS state requirdsequentinformation exchanges
among the network nodes (routers). The prohibitive compatitin and processing overheads entailed by such
frequent QoS state updates precludes the possibiliglvedlysproviding each node with aaccurateview of the
current network QoS state. Consequerttiy network QoS state information acquired at a source naaeqeiickly
become out-of-date when the QoS state update intervalgs lalative to the flow dynamic&Jnder these circum-
stances, exchanging QoS state information among netwatiésnig superfluous. Furthermore, path selection based
on adeterministicalgorithm such as Dijkstra’s shortest path algorithm, elstale QoS state information is treated
as accurate does not seem to be judicious. In addition, the global viéthe network QoS state may lead to the
so-calledsynchronization problemafter one QoS state update, many source nodes choose ptttshared links
because of their perceived available bandwidth, therafausing over-utilization of these links. After the next QoS
state update, the source nodes would avoid the paths wih #iered links, resulting in their under-utilization. §hi
oscillating behavior can have severe impact on the systeforpgnce, when the QoS state update interval is large.
Due to these drawbacks, it has been shown that when the QaSeupterval is large relative to the flow dynamics,
the performance of global QoS routing schemes degradesicatly [1, 25, 34]. Though there have been some
remedial solutions proposed in [10, 1, 2] to deal with themaacy at a source node, the fundamental problem is
still not completely eliminated.

As a viable alternative to the global QoS routing schemef25n 26] we have proposed localizedapproach
to QoS routing. Under this approaat global QoS state information exchange among networksdeeeded
Instead, source nodes infer the network QoS state basedvemlfioking statistics collectebbcally, and perform
flow routing using thidocalizedview of the network QoS state. The proposed localized QoSngapproach has
several advantages. First of all, without the need for dlatfarmation exchange, the communication overhead
involved is minimal. Second, core routers (i.e., non-seunuters) do not need to keep and update any QoS state
database necessary for global QoS routing, thereby reglticeprocessing and memory overhead at core routers.
Last but not the least, the localized QoS routing approaés dot require any modification or extension to existing
routing protocols such as OSPF. Only source routers neatbta 0S routing enhancement to the existing routing
module. This makes localized QoS routing schemes readgiogable with relatively low cost.

1.2 Adaptive Proportional Routing: A Localized Approach

The fundamental question in the design of a localized Qo8mpscheme ihow to perform path selection based
solely on a local view of the network QoS state so as to mirithie chance of a flow being blocked as well as to
maximize the overall system resource utilizatidrine problem of path selection in localized QoS routing is €om



plicated by many factors. For example, due to complex nétwapology, paths between many source-destination
pairs may have shared links whose capacity and load are wmkioothe sources. Furthermore, the network load can
fluctuate dynamically, which can make a previously unloditddsuddenly overloaded. In addition, path selection
decision made by one source may affect the decision of ansthece.

To effectively address these difficulties, we study a nagilptive proportional routingapproach for designing
localized QoS routing schemes. Here we assume thatelevelstatistics, such as the number of flows blocked, is
the only available QoS state information at a source. Baselase statistics, adaptive proportional routing attempt
to proportionally distribute the load from a source to aitkesion among multiple paths according to their perceived
quality (e.g., observed flow blocking probability). In otlveords, adaptive proportional routing exploits the inimére
randomness in path selection by proportioning flows amonijpfeipaths. This is fundamentally different from the
conventional deterministicpath selection algorithms (e.g., Dijkstra shortest pagjordthm) used in global routing
schemes, which always choose the “best” feasible path te dlow. As a result, adaptive proportional routing
effectively avoids the synchronization problem assodiatéh global QoS routing schemes.

There are three major objectives in our investigation ofpéida proportional routingadaptivity, stability and
simplicity. With only a localized view of the network QoS state, it is njant to adjust flow proportions along
various paths adaptively in response to the dynamicallyhging network load. Stability is essential to ensure
efficient system resource utilization and thus the overaW flnroughput. Lastly, we are interested in employing
simple local rules and strategies at individual sourteschieve adaptivity and ensure stability.

Towards these goals, we present a theoretical frameworktémlying adaptive proportional routing. Using
Erlang’s Loss Formula, we introduce the notionvirtual capacitywhich provides a mathematical framework to
model multiple paths between a source and a destinationelhssvto compute flow proportions based on locally
observed flow blocking probabilities. We also introducseH-refrainedalternative routing method to deal with the
potential “knock-on” effect in QoS routing. By incorponadgi thisself-refrainedalternative routing method into the
virtual capacity model, we design a theoretical adaptivapprtional routing scheme which allows source nodes
in a network to adaptively adjust their flow proportions lthselely on locally observed flow blocking statistics.
Through numerical examples we demonstrate the desieffeadaptivityof this theoretical adaptive proportional
routing scheme in achieving an eventual equilibrium sysstate. As a simple and practical implementation of
the theoretical scheme, we present a schgmagortional sticky routingpsr), which preserves the self-adaptivity
of the theoretical scheme while avoiding its computatiamarhead. Finally, comparison of tipsr scheme with
the well-studied global QoS routing scheme, thielest shortest patwsp) scheme, is made using simulations.
These simulation results demonstrate that with its lowlswad and comparable performance, a simple and easy-to-
implement localized QoS routing scheme suclpsigorovides a viable alternative to a global QoS routing scheme
such aswvsp

The remainder of the paper is organized as follows. Sectipre8ents a theoretical framework for studying
adaptive proportional routing. Section 3 describespgrescheme, and simulation results are shown in Section 4. In
Section 5, the related work is presented. Section 6 consltidgepaper.



Figure 1: A set of disjoint paths between a source and a @disim

2 Adaptive Proportional Routing: A Theoretical Framework

In all the QoS routing models we consider in this paper werasstihatsource routing(also referred to asxplicit
routing) is used. More specifically, we assume that the network tmpoinformation is available to all source nodes
(e.g., via the OSPF protocoal), and one or multipkplicit-routed(label switched) paths are set agpriori for each
source and destination pair using, e.g., MPLS [32]. Flowisiag at a source to a destination are routed along one
of the explicit-routed paths (hereafter referred to ascdmedidatepaths between the source-destination pair). For
simplicity, we assume that all flows have the same bandwigtjairement — one unit of bandwidthWwhen a flow

is routed to a path where one or more of the constituent liak® Imo bandwidth left, this flow will be blocked. The
performance metric in our study will be the overall blockjprgbability experienced by flows. We assume that flows
from a source to a destination arrive randomly with a Poigtistribution, and their holding time is exponentially
distributed. Hence thefferedtraffic load between a source-destination pair can be medss the product of the
average flow arrival rate and holding time. Given the offdraffic load from a source to a destination, the task of
proportional QoS routing is to determine how to distribdte Ibad (i.e., route the flows) among the paths between
the source and destination (if there is more than one sudt) patas to minimize the overall blocking probability
experienced by the flows.

In this section, we first describe how to proportion the loatbag multiple paths when all the paths between
the source and the destination are mutually disjoint. Th@naof virtual capacity of a path is introduced to deal
with sharing of links between different paths. A localizednk reservation method is proposed to address the
potential “knock-on” effect in QoS routing. We then presanheoretical adaptive proportional routing scheme that
incorporates thiself-refrainedalternative routing method into the virtual capacity model

2.1 An ldealized Proportional Routing Model

Consider a simpléork topology shown in Figure 1, where a sourcend a destinatiod are connected by disjoint
pathsry, r9, ..., r;. Each path; has a (bottleneck) capacity ef units of bandwidth, and is assumed to be known

1The models presented in this paper can be extended to thevbase flows have different bandwidth requirements usingettiended
Erlang loss formula [17, 30]. In Section 4, we conduct a satiah study of our localized QoS routing scheme using flovik héterogeneous
bandwidth requirements.



to the sources. Suppose flows arrive at the sourcat an average rat®, and the average flow holding time is
1/, Throughout this section, we assume that flow arrivals aissBo, and flow holding times are exponentially
distributed. For simplicity, we also assume that each flomsames 1 unit of bandwidth. In other words, path
can accommodate; flows at any time.Without precise knowledge of the QoS state of a path (i.e.atlailable
bandwidth of the path)a flow routed along the path has a certain probability of dpdilocked. Therefore, the
guestion is how to route flows along thekepaths so that the overall blocking probability is minimizedhis
problem can be formulated using the classic Erlang’s LosmEla as follows.

Suppose that, on the average, the proportion of flows roltwdy gathr; is «;, where: = 1,2,...,k, and

Sk | a; = 1. Then the blocking probability; at pathr; is given byb; = E(v;,¢;) = ——r, wherey; = azﬁ

i

n=0 n!

is referred to as the (average) load on patfThe total load on the system is denoted:by- Zle v = % To
minimize the overall blocking probability, thaptimalrouting strategy (in the absence of precise knowledge of QoS
state of each path) is therefore to routeproportion of flows along path;, ¢ = 1,2,...,k, such that” o] =1
and}" va;b; is minimized. Thisoptimal proportional routing(opr) strategy can be implemented, for example, by
routing flows to pathr; with probability ;.

Given the total load’ and the path capacities's, the optimal proportions;’s can be computed using an iter-
ative search technique (e.g., hill-climbing) startinghnét set of arbitrary proportions. Fér> 2, the procedure of
computing the optimal proportions is generally quite cos implement in practice. To circumvent this prob-
lem, we consider two alternative strategies for flow prdparhg: equalization of blocking probabilitieebp) and
equalization of blocking rate@br). The objective of thebpstrategy is to find a set of proportiof&;, as, . . ., ax}
such that flow blocking probabilities of all the paths areaiged, i.e.b;y = by = --- = by, whereb; is the flow
blocking probability of pathr;, and is given byE(a;v, ¢;). The intuition behindebp strategy is that if blocking
probability b; of a pathr; is greater than blocking probability: of a pathr; (b; > b;), then we can minimize the
overall blocking probability by shifting some load fromto r;. This increases; and decreases and equilibrium
state is reached when they are equal. On the other hand, jéiob of theebr strategy is to find a set of proportions
{éu, G, . . . , &y, } such thaflow blocking ratesf all the paths are equalized, i.€.,b1 = by = - - - = dyby, Where
b; is the flow blocking probability of path;, and is given byE (&,v, ¢;). The rationale behinébr strategy is to
assign a proportion; to a pathr; such thaty; is inversely proportional to blocking probability along pathr;, i.e.,

o; X bl This results in equalization of blocking rates.

Unlike the optimal proportionsy;’s, the proportions oébp &;’s, and those oébr, &;’s, can be computed using
a simple iterative procedure starting with any arbitrarggartions. For example, consider tbpstrategy. Sup-
pose we start with an initial set of proportioném,ago), cee afgm. Let the corresponding blocking probabilities be
b&“’, béo), - b,(co), Wh(—:‘rebg0> = E(a§°>u, ). |If bz(o)’s are all equal, theago)‘s are the desired proportions. Other-
wise, we use the mean blocking probability over all the patfis = >° bZ(U)/k, as the target blocking probability for
each path, and obtain a new set of proportimfé), 's. The new proportionaf;l)’s are computed from the Erlang’s

Loss Formula as follows: far= 1,2, ... .k, find the new load on pathy, ', such thab©® = E(v(Mi ¢;). Then
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Figure 2: Convergence points ofr, ebp ebr

az(l) = % This procedure is repeated iteratively until we obtain taoc$groportions such that the corre-
sponding t]JT(;c‘king probabilities are equal. Since for a fixetie blocking probability; is an increasing function of
its load;v, it can be shown that the above iterative procedure will gdx@nverge. In the case of thbr strategy,

a similar iterative procedure can be used to obtain a setagfgotions which equalize the blocking rates of all the
paths.

Figure 2 shows the convergence points oféhpandebr strategies along with thepr strategy for a source and
destination pair with two disjoint paths. Figure 2(a) shdke case where the capacities are equal. As expected, in
this case all three strategies give equal proportions ®iwo paths. However, when the capacities are not equal as
is the case shown in Figure 2(b), the equilibrium proposgitar the two paths under the three strategies are different.
It can be observed, however, the overall blocking prob@sliunder theebpandebr strategies are both quite close
to that of the optimal strategy. Since it is generally comafiahally cumbersome to find the optimal equilibrium
proportions, in this paper we will explore the two simpleastgiesgbpandebr, in adaptive proportional routing.

Before we leave this subsection, we would like to point ouirdresting fact. In the network model shown in
Figure 1, if we assume that sourgéhas the precise knowledge of the QoS state (i.e., the alaitsndwidth) of
each path at any given time, it can be shown that the overall flocking probability is given by = E(C,v),
whereC = Zle ¢;. In other words, in terms of the overall flow blocking probiai the precise knowledge about
the availability of paths makes it equivalent to the casere/tieere exists a single path from sousc® destination
d with a capacity oizle c¢;. Due to multiplexing gain, blocking probability using miple paths, even with optimal
proportions, would be larger than using single path withghme aggregate capacity, i.Efﬂ alE(c,ajv) >
E(C,v) for k > 1, wherea;'s are optimal proportions. This fact illustrates the irdrgrperformance loss due to not
having the precise path QoS state information.



2.2 Virtual Capacity Model

In the idealized proportional routing model described a&)eve have assumed that all paths between a source and a
destination are disjoint and their bottleneck link capasiire known. In practice, however, paths between a source
and a destination have shared links. These paths may als®lgties with paths between other source-destination
pairs. Furthermore, as traffic patterns across a networkgehahe bottleneck link of a path and its (perceived)
capacity may also change. In order to address these issad@straduce the notion afirtual capacity(vc) of a path.
Consider a source-destination pair. We model each patheeetthem as one direeirtual link with a certain
amount of capacity, referred to as thietual capacityof the path. This virtual capacity is a function e load
offered by the source along the path and the correspondiagkiiig probability observed by the sourdeormally,
consider a path between a source and a destination. Suppose a loadisfoffered by the source along the path,
and the corresponding blocking probability observed bystberce isbh,. Then the virtual capacity of the path,
denoted by, , is given byve, = E, ' (v,,b,), whereE, ! (v,, b,) denotes the inverse function of the Erlang’s Loss

ve ve

Formulé& with respect to the capacity, and is given by
ve, = B, (vp,by) :=min{c > 0: E(vy,¢) < b}

The notion of virtual capacity provides a mathematical fesrark to deal with shared links among multiple
paths. For example, suppose paths,r,r,...,r,, share aottlenecklink with capacityc. Then the virtual
capacityvc; of pathr; represents its “capacity share” on the bottleneck link. iatenote the offered load on the
bottleneck link from path;. Then the blocking probability on the bottleneck link isgivbyb = E (>, vj, ¢).
Since flows routed along any of thesepaths have the same probability to be blocked at the bottielirek, the
virtual capacity of path; is given byve; = E, '(v;,b;) = E,.'(v;,b), whereb; denotes the observed blocking
probability of pathr;. In particular, for path;, the larger the offered load is, the larger is its virtual capacity;.
This reflects the larger “capacity share” of the bottlenelstamed by pathr; because of its higher offered load

Based on this notion of virtual capacity, we can model pa#ig/ben a source and a destination as if they were
all disjoint and had bottleneck capacities equal to theitual capacities, as in the idealized proportional routing
model (Figure 1). Unlike the idealized proportional rogtimodel, however, the virtual capacity of a path is not
fixed, but is a function of its offered load and the correspogdblocking probability. Since the virtual capacity of
a path depends only on local statistics at a source (i.eqffaeed load by a source and the corresponding blocking
probability observed by the sourcdlpw proportioning based on virtual capacities of paths does require any
global QoS state information exchange

A key feature of our virtual capacity model is igglf-adaptivity proportions of flows (and therefore offered
loads) along different paths between a source and a déstinatll be adjusted based on the observed blocking

Note thatE;.' (v,, b,) defined above is an integer-valued functioncaéntinuousversion of the Erlang’s Loss Formula and its inverse

functions can be defined [8] and used instead. For more detiadl interested reader is referred to [27].
%It is also worth noting thaE:”:1 ve; > c. This is due to “loss in multiplexing gain” when a shared ahelris divided into multiple

“dedicated” channels. To ensure the same blocking prabaltiie total capacity of the dedicated channels has toligetdahan the capacity
of the shared channel.
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Figure 3: lllustration of virtual capacity model usikde topology

probability of those paths, an important measure of the litwiaof a path. From the definition of virtual capacity,
we observe that for two paths with the same offered load, #&tle with higher observed blocking probability has
lower virtual capacity. Therefore, if we are to equalize txserved blocking probabilities or blocking rates along
these two paths, more flows should be routed to the path witleri@bserved blocking probability (and higher
virtual capacity). The new proportions for these two patfs be computed based on their virtual capacities, as in
the idealized proportional routing model.

We illustrate the self-adaptivity of the virtual capacitypdel through an example. Consider #ig topology
shown in Figure 3(a), where two sourcesandss, have two paths each to destinatidrand two of the paths share
a common link 4 — 6). The links with labels are the bottleneck links of the nalwyavherec; = ¢3 = ¢3 = 20, and
all the other links can be viewed to have infinite capacities, (flows are never blocked on these links). tgtr.
denote the paths — 3 — 6 and1 — 4 — 6 respectively, and?, r2 denote the path — 5 — 6 and2 — 4 — 6
respectively. Theirtual capacity viewof the two source-destination pairs are shown in Figure, 3(hgre the paths
r3 andr3 appear to each source as if they were disjoint with capaeitig andvc3 respectively. Note that if a path
doesn't share links with any other path, its virtual capaigtthe same as its actual bottleneck link capacity.

First consider the scenario where both sources have aredffead of 22. Suppose initially each source pro-
portions flowsequally between its two paths, i.ez/_;'- = 11, 4,5 = 1,2. The blocking probabilities observed on
pathsri, v, r3 andr? arebl = 0.0046, b5 = 0.2090, b3 = 0.2090, andb? = 0.0046 respectively, resulting in an
overall blocking probability of.1068. The corresponding virtual capacities arg = 20, vcl = 12, vc2 = 12, and
ved = 20. In particular, we see that the shared link of pathandr? is treated by each source as an exclusive link
with capacityl2. For both sources, since the blocking probability of pgtis much higher than patif, more flows
will be proportioned to pati?, as it has a larger virtual capacity’. The new proportions can be computed based
on the virtual capacities of the paths, using eitheraghpstrategy or thebr strategy. For example, using tkép
strategy, the adaptation process for sources shown on théeft side (scenario 1) of Figure 4(a), where we see that
after a few iterations the flow blocking probabilities of bgiaths-i (1 — 3 — 6) andr2 (1 — 4 — 6) are equalized
at around).04. Figure 4(b) shows the corresponding proportions of flowse® along these two paths during this
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adaptation process, where we see that sourdacks off from the pathr-{) with the shared bottleneck link— 6,
and directs more flows to the other path)( The resulting flow proportions for patt} andri at theequilibrium
state are respectively667 and0.333. Due to the symmetry in this scenario, sousgdehaves in exactly the same
manner, and achieves the same equilibrium flow proportioniés two paths-? andr3. Similarly, if we employ the
ebr strategy, both sources will also gradually back off from plaghs with the shared bottleneck link and arrive at
an equilibrium state, where only356 proportion of the flows of each source are routed through #tle with the
shared bottleneck link.

Now consider the scenario where after the above equilibstate is achieved, the offered loadsatincreases
from 22 to 25 whereas the offered load &t decreases fror@2 to 15. Given the new load at both sources, routing
flows along the paths using the old equilibrium proportiondanger results in an equilibrium state. In particular,
sources; sees a blocking probability @ = 0.0784 on pathr] and a blocking probability of} = 0.0216 on path
rl. On the other hand, souree sees a blocking probability @ = 0.0018 on pathr? and a blocking probability
of b2 = 0.0216 on pathr2. Hence, in an effort to equalize the blocking probabilitiesboth pathss; will direct
more flows to pathr} ands, will direct more flows to path?. The new adaptation process is shown on the right
side (scenario I, starting with iteration 10) of Figure ¥(&rom the figure we see that as sousgaldirects more
flows to pathrl, the observed blocking probability on paith gradually increases while the observed blocking
probability on pathr! gradually decreases. These two blocking probabilitiesesemtually equalized at around
0.022. The proportions of flows routed along the two paths by sourcguring this adaptation process are shown
in Figure 4(b), where the equilibrium flow proportions fotips-! andr. are around).537 and0.463, respectively.
The convergence process for sousgés similar, where more flows are routed along patheventually resulting in
both of its two paths having an observed blocking probahdftaround0.022.

It is interesting to note that each source adapts to the lbadgesot with anyglobal objectivebut with alocal
objective of equalizing blocking probabilities or ratesarg all paths to a given destination. This in turn results in
an overall near-optimal stable system performance. Fanpla in scenario |, both souree and sources; have



an equal capacity share on the bottleneck ink> 6, each with a virtual capacity df2. But as the load changes
at each source, soureg starts routing more flows to paj, whereas source, starts backing off from the path
r3, thereby allowings; to grab more capacity share on the bottleneck link. The atmigthe virtual capacity of
the shared link seen by each source are shown in Figure 4f{cthefend, source; has a virtual capacity of 18
from the shared bottleneck link, while sourgghas a virtual capacity of 6. Due to this change in capacityesha
the blocking probability observed by sourggeis reduced fron®).0595 at the onset of load change @®225 in the
end while that ofsy goes up fron0.0084 to 0.0202. However, as a consequence of these self-adaptations taidhe
sources, the overadlysterrblocking probability is reduced froi0404 to 0.022 (Figure 4(a)).

2.3 Self-Refrained Alternative Routing

In the virtual capacity model, all paths between a sourcesag@ktination are treated equally. Since an admitted flow
consumes bandwidth and buffer resources at all the linksyadgoath, clearly path length is also an important factor
that we must take into consideration. There is a fundamdratde-off between minimizing the resource usage by
choosing shorter paths and balancing the network load mgdigihtly loaded longer paths. As a general principle,
it is preferable to route a flow alonginhop(i.e. shortest) paths than paths of longer length (alsanedeto as
alternativepaths}. By preferring minhop paths and discriminating againsraktive paths, we not only reduce the
overall resource usage but also limit the so-called “knock-effect [13, 14], thereby ensuring the stability of the
whole system.

The “knock-on” effect refers to the phenomenon where usitgyraative paths by some sources forces other
sources whose minhop paths share links with these alteenpéiths to also use alternative paths. This cascading
effect can cause a drastic reduction in the overall througbpthe network. In order to deal with the “knock-on”
effect, trunk reservation [14] is employed where a certaioant of bandwidth on a link is reserved for minhop paths
only. With trunk reservation, a flow may be rejected even ffisient resources are available to accommodate it. A
flow along a path longer than its minhop path is admitted ointlgé available bandwidth even after admitting this
flow is greater than the amount of trunk reserved. Trunk wasen provides a simple and yet effective mechanism
to control the “knock-on” effect. However, it requires tltare routers figure out whether a setup request for a flow
is sent along its minhop path or not. This certainly intragkiandesirable burden on core routers. To avoid this, we
propose aelf-refrainedalternative routing method, which when employed at a soproeides an adaptive way to
discriminate against “bad” alternative pathighout explicit trunk reservatian

Consider a source-destination pair. Suppose there:"ate number of minhop paths between this source-
destination pair, and leR™" denote the set of these minhop paths. The set of alternaditres is denoted by
R Thus the set of all candidate patRs= R™™"™ U R**. The basic idea behind trself-refrainedalternative
routing method is to ensure tha alternative path is used to route flows between the sadesénation pair only if
it has a “better quality” (measured in flow blocking probaiby) than any of the minhop pathBormally, for a path

“4Although the virtual capacity model does not explicitly égiath length into account, it does tend to discriminateragdbnger paths
implicitly, as longer paths are likely to have a higher bliockprobability in practice.
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1.  PROCEDURE VCR()
. . . D e mmin v 00"
2. Set mean blocking rate of minhop path@{") = &R
3. Set minimum of minhop path’s blocking probability; = min, ¢ pmin bﬁ”)
4, For each pathr € R
5. Compute virtual capacityc™ = B! (uﬁ”), bﬁ”))
6. For each minhop path € R™i"
7. Compute target load* such tha3(™) = v* E(v}, vel™)
8. For each alternative path € R*!t
9. Compute target load such thatpb* = E(u,f,vci”))
10. For each pathr € R
11. Compute new proporti$"+1) = Zyi:”*
12. END PROCEDURE e

Figure 5: Thevcr procedure

r € R™" letb, denote the observed flow blocking probability on patfihe minimum flow blocking probability
of all the minhop paths)* = min,.c zmix by, iS used as the reference in deciding a target flow blockioadvility
for alternative paths. The target flow blocking for alteivepaths is set tgyv*, wherey is a configurable parameter
to limit the “knock-on” effect under system overloads. Ateahative pathr’ € R is selected to route flows only
if it can attain the target flow blocking probability. In other words, its ebged flow blocking probability, is less
than or equal ta)b*.

This self-refrainedalternative routing method has several attractive featuigy usingb* as the reference in
determining a target flow blocking probability for alteriwatpaths, it dynamically controls the extent of alternativ
routing according to both the load at the source and the bwystem load. For example, if both the load at the
source and the overall system load is light, the use of atme paths will be kept at a minimum. However, if
the load at the source is heavy but the overall system loaighs Imore alternative routes will be used by the
source. Furthermore, by using only those alternative pathsse observed blocking probabilities are at most as
high as the minimum of those of the minhop paths, we guarghteghe minhop paths are preferred to alternative
paths. In particular, if an alternative path of a sourcdidation shares a bottleneck with one of its minhop paths,
this alternative path is automatically “pruned”. In adulitji a source would gradually back off from an alternative
path once its observed flow blocking probability starts @éasing, thereby adapting gracefully to the change in the
network load.

2.4 Virtual Capacity based Proportional Routing

By incorporating thiself-refrainedalternative routing method into the virtual capacity moeed devise a theoretical
adaptive proportional routing scheme, which is referredgaheVirtual Capacity based Routinfycr) scheme. In
this ver scheme, we use thebr strategy to proportion flows along the minhop paths, whereas propustof flows

SWe adopted thebr strategy as it is found to be more amenable for implemenmtatio

11



(a) duck (b) fish

Figure 6: Topologies used for illustration

along the alternative paths are computed using the targettflocking probabilityb*, as in theself-refrained
alternative routing method. The scheme is shown in Figuuppose the total load for a source-destination pair is
v. Ata given stem > 0, let z/,@ = agan)u be the amount of the load currently routed along a pa¢hR, and Ietbﬁ")

be its observed blocking probability on the path. Then thexal capacity of path is given byve, = E;.1 (™), 5\™)

(line 5). For each minhop path, the mean blocking rate ohalirhinhop paths3(™), is used to compute a new target
load (lines 6-7). Similarly, for each alternative path, avrtarget load is determined using the target blocking

probability ¢b* (lines 8-9). Given these new target loads for all the patiesnew proportion of flowsa£"+”, for

each pathr is obtained in lines 10-11, resulting in a new Io&B“) = aﬁ’””u on pathr.

In the following we illustrate through numerical exampleshthevcr scheme uses alternative paths in a judi-
cious and self-adaptive manner. First considerdiektopology shown in Figure 6(a). Let"" andr5*" denote,
respectively, the two minhop paths— 2 — 4 — 9 and1 — 3 — 4 — 9. Similarly let$", andr§"* denote,
respectively, the two alternative paths+ 2 — 5 — 6 — 9 andl — 7 — 8 — 4 — 9. The two minhops" and
7' share the bottleneck link— 9 with the alternative pathg'*. On the other hand, the minhop patfi” and the
alternative pathr$'’ share the link — 2, which isnota bottleneck link. The capacities andc, of bottleneck links
are set to 20. Assume that a load36fis offered at source. With the parameter set t0.8 and starting with a set
of arbitrary proportions for the four paths, tkier scheme would eventually reach a set of equilibrium propost
which area"™ = 0.255, a¥" = 0.255, a4* = 0.490 andad" = 0.000, respectively. We see that a tofdl% of
the flows are routed through the bottleneck links 9. This link is shared equally by the two minhop pathg:”
andry*", each with a blocking probability of.0508. The alternative path;$', which also share the bottleneck
link with the two minhop paths, is effectively cut off fromdHlink and not used at all. This is because routing any
flows throughr$'* would only increase the resource usage without resultiranindecrease in the overall blocking
probability. In contrast, the alternative patt, is used to routd7% of the flows, with a blocking probability of
0.0406, which matches the target blocking probability for the mitgive pathsyb* = 0.0406. Sincer$! shares a
non-bottleneckink with 7" routing flows throughr§* helps reduce the overall blocking probability.

In the next example, we demonstrate how tiee scheme controls the extent of alternative routing to adapt t
the changes in traffic load. Consider fiwhtopology shown in Figure 6(b). The nodes2, 3, and4 are the source
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Figure 7: lllustration of usage of alternative pathyan

nodes and nod& is the destination node. The nodeand2 each have two minhop paths and two alternative paths
to the destination nod&2. Other two source node8,and4, have just one minhop path to the destination ntle
The alternative paths of source nodeand2 share the bottleneck links— 12 and11 — 12 with the minhop paths
of 3 and4. Assume that the capacities, co, c3 andcy of the bottleneck links are all set ftf). We consider four
scenarios where the offered load at source nade®l2 are fixed a0 while the offered load at source nodeand
4 are increased frorfi to 5, 10 and15 in scenarios |, Il, 1ll, and 1V respectively, and study howsme noded and
2 adjust their flow proportions on the alternative paths. Fegw/(a) and 7(b) show, from the perspective of source
nodel, the adaptation process as reflected in the flow blockinggtitibes and proportions associated with the
minhop paths and the alternative paths. Note that due toythenstry, source nod2 behaves in exactly the same
manner. Hence we will focus only on the behavior of sourcesriod

Suppose initially both source nodésand2 use only their minhop paths. This results in a high blockingpop
ability of 0.1588 on the minhop paths. As both source nodes sense the avgjlalbithe alternative paths and start
routing flows through them, the blocking probability on thénhop paths drops quickly, resulting in an overall
blocking probability of around.0019 (see Scenario | in Figure7(a)). At the equilibrium state, tibtal proportion
of flows routed along the two alternative path$.i4964 (see Scenario | in Figure7(b)). When sources naédasd4
become active with a load &feach, the blocking probability on the two alternative pathsots up td@.0435 from
0.0017. The sourcd reacts to this by reducing the proportion of the flows routeith¢ alternative paths froth4964
to 0.3659, pulling the overall blocking probability down 0136 (see Scenario Il in Figure7(a) and Figure7(b)).
Note that at the equilibrium state, the blocking probabtitof the alternative paths are kep0at times of that of the
minhop paths, as determined by the parameter 0.8. As the load at source nod@sand4 increases further from
5to 10, then to 15, both source notdand source nod2 keep backing off from their alternative paths to yield more
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capacity share to the minhop paths of source n@dwmsd4 (see Scenarios Il and IV in Figure7(a) and Figure7(b)).
At the end, the proportion of flows routed by source node the alternative paths is eventually decreased to only
0.1047, yielding an overall blocking probability d@f.0977. This example shows that tiver scheme can adaptively
respond to the traffic load changes along the alternatiespat adjusting the proportion of flows routed along these
paths. It was argued [37] that selection of maximally digjgaths yields better blocking performance. The above
results show that, using the virtual capacity model selftrefrainedalternative routing method, ther scheme ju-
diciously proportions traffic among minhop and alternaprathswithout actually being aware of where the shared
bottleneck links are

We now illustrate the convergence wér using a largelisp topology shown in Figure 10(a). The topology
and traffic characteristics are described in Section 4.1 .tHi® study, a load 06.35 is offered uniformly between
all the border nodes. Figure 8 shows the overall blockindgldity as a function of the iteration number. The
performance ofrcr is shown for three different values ¢f 0.6,0.8,1.0. The blocking probability corresponding
to optimal proportions computed tppr is also shown for reference. First thing to note is that converges for
all values of. Furthermore, it approaches the convergence point witbirterations. The performance otr
with ¢ = 0.8 is slightly better than with) = 0.6 while not much difference betweef values0.8 and1.0. This
difference betweeuh values0.6 and0.8 indicates the blocking performance penalty paid for beixtgascautious in
avoiding knock-on effect. Note that longer alternate patiesnaturally discriminated because they are likely to have
higher blocking probability. The parametgmprovides additional safe guarding against knock-on eff@ctr results
show that).8 is a reasonable setting fgr. Finally, it can be seen that the blocking probability aghkbyvcr based
proportioning is within0.2% of the optimal blocking probability. These results affirnattiicr yields near-optimal
proportions.
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1. PROCEDURE PSR-ROUTE() 1. PROCEDURE PSR-PROPO-COMPU()
2. Sel ect an eligible path- = wrrps(RY9) 2 For each pathr € R
3. I ncr ement flow countern, = n, + 1 3. Compute blocking probabilityy, = nnv:
4. | f failed to setup connection along 4 Assign a proportiong, — ny.
5. Decr enent failure counterf, = f, — 1 Z%ERni’
6. | f failures reached limitf, == 5 Set target blocking probability| = min, ¢ pmin br
7. Remove r from eligible set,R°!9 = Rel9 — 6 For each alternative patil ¢ Rt
3. I'f eligible setis emptyReld == 0 7. | f blocking probabilityhigh, b,; >= b*
9. Reset eligible sef?¢!9 = R 8 Decrement failure limity, =, — 1
10. For each path € R 9 | f blocking probabilitylow, b, < 1b*
11. Reset failure countef, = 7, 10. Increment failure limity,., =, + 1
12. END PROCEDURE 11. END PROCEDURE

(a) proportional routing (b) computation of proportions

Figure 9: Thepsr procedure

3 Proportional Sticky Routing: A Practical Implementation of VCR

In the previous section, we presented an analytical framefas modeling adaptive proportional routing. In par-
ticular, based on this framework we described a theoregidaptive routing scheme — tler scheme, and demon-
strated its self-adaptivity through several numericalhneples. There are two difficulties involved in implementing
the virtual capacity model. First, computation of virtualpacity and target load using Erlang’s Loss Formula can
be quite cumbersome. Second, and perhaps more importidugtigccuracy in using Erlang’s Loss Formula to com-
pute virtual capacity and new load relies critically on dieatate observation of flow blocking probability. Hence
small statistic variations may lead to erroneous flow propoing, causing undesirable load fluctuations. In order
to circumvent these difficulties, we are interested in a &ngpt robust implementation of ther scheme. In this
section we present such an implementation which we refes tbeproportional sticky routingpsr) schem@

Thepsrscheme can be viewed to operate in two stages: 1) propdrflonerouting, and 2) computation of flow
proportions. The proportional flow routing stage proceedsyclesof variable length. During each cycle incoming
flows are routed along paths selected from a set of eligittlesp#\ path is selected with a frequency determined by
a prescribed proportion. A number of cycles formadoservation periodat the end of which a new flow proportion
for each path is computed based on its observed blockingapiiity. This is the computation of flow proportion
stage. As in thecr scheme, flow proportions for minhop paths of a source-datbim pair are determined using the
ebr strategy, whereas flow proportions for alternative patesdatermined using a target blocking probability. In the
following we will describe these two stages in more detail.

®Thepsrscheme essentially does proportional routing while oigiproportions through a form of sticky routing.
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Proportional flow routing

Given an arbitrary source-destination pair, i2be the set of candidate paths between the source-destinzio
whereR = R™" U R, We associate with each pathe R, amaximum permissible flow blockimgmbery, and a
correspondingdlow blocking counteyf,. For each minhop pathe R™™, 4, = 4, wherey is a configurable system
parameter. For each alternative pathe R, the value ofy,, is dynamically adjusted betweédrand4, as will be
explained later. As shown in Figure 9(a), at the beginningawth cyclef, is set toy,. Every time a flow routed
along path- is blocked, f, is decremented. Whef) reaches zero, pathis consideredneligible. At any time only
the set okligible paths, denoted bi°!9, is used to route flows. A path from current eligible path2#t is selected
using a weighted-round-robin-like path selectarrfps). Thewrrps procedure is described in the Appendix. Once
R®9 becomes empty, the current cycle is ended and a new cycleriedwithR®Y = R and f, = ,.

Computation of flow proportions

Flow proportions{«a,.,» € R} are recomputed at the end of each observation period (seeeF3gb)). An obser-
vation period consists of cycles, where; is a configurable system parameter used to control the msstand
stability of flow statistics measurement. During each olzgéyn period, we keep track of the number of flows
routed along each pathe R using a counten,.. At the beginning of an observation period, is set to 0. Every
time pathr is used to route a flow,. is incremented. Since an observation period consisisoytles, and in every
cycle, each path has exactlyy, flows blocked, the observed flow blocking probability on paik b, = ”ni For
each minhop path € R™" its new proportiony, is recomputed at the end of an observation period and is tpyen
ap = Ny [Niotal, Whereno = 3, g ny is the total number of flows routed during an observationgoerRecall
that for a minhop path € R™™", 5, = 4. Hencea, b, = ;1 — ﬁﬁ—” = % This shows that the above
method of assigning flow proportions for the minhop pathsaéges their flow blocking rates.

As in thevcr scheme, we use the minimum blocking probability among thehop pathsh* = min,.c gmin by,
as the reference to control flow proportions for the altevegtaths. This is done implicitly by dynamically adjust-
ing the maximum permissible flow blocking parameter for each alternative path € R, At the end of an
observation period, let., = ”77—’ be the observed flow blocking probability for an alternapahs’. If b, > b*,
¥ = max{y,, — 1,1}. If b T< PYb*, vy := min{y + 1,5} If b* < b < b*, v, is not changed. By having
v~ > 1, we ensure that some flows are occasionally routed alongnatiee pathr’ to probeits “quality”, whereas
by keepingy, always belowy, we guarantee that minhop paths are always preferred rmatiee paths in routing
flows. The new proportion for each alternative paths again given byv,, = n,//niuq. Note that sincey, is
adjusted for the next observation period, #wual number of flows routed along alternative pathwill be also
adjusted accordingly.
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Table 1: Comparison of proportioning wer andpsr

Topo Scenario ver psr
Q154-6 0.356 | 0.351
kite Vs, = 22,05, = 22 243456 0.356 | 0.357
Q154-6 0.447 | 0.455
kite Vs, = 25,05, = 15 23456 0.208 | 0.193

152549 0.255 | 0.269
Q1535459 0.255 | 0.236
duck vs = 30 a1525556-9 | 0.490 | 0.474
a1 758-4—9 | 0.000 | 0.021

Comparison with ver

Thepsrscheme preserves the self-adaptivity of the theoretiwadcheme by controlling the number of flows routed
along a pathr in each cycle usingy,. and by re-adjusting flow proportions after every observaperiod. For
example, if the load along a pathincreases, causing the number of flows blocked to quicklghreg, the source
will automatically back off from this path by eliminatingfiom the eligible path set for the rest of the cycle. If this
situation persists, at the end of the observation perianéw flow proportion for path will be reduced. Likewise,

if the load on path- decreases, its new flow proportion will be increased at tlieogithe observation period. This
is particularly true for alternative paths with their dyrniaadly adjustedy,.. Furthermore, because the length of each
cycle is not fixed but determined by how fast each eligibldrwatiches its maximal permissible blocks, the length
of an observation period also varies. Thadf-adjustingobservation period allows thesr scheme to respond to the
system load fluctuations in an elastic manner. If the systad thanges suddenly, the old flow proportions would
result in rapid termination of cycles, which would in turadeto faster conclusion of the current observation period.
New flow proportions will thus be re-computed to adapt to tystesn load. On the other hand, if the system load is
stable, the observation periods will also be stabilizedh wicreasingly accurate calibration of the flow proporsion
As a result, flow proportioning will eventually converge keetequilibrium state.

Table 1 compares the simulation results obtained usingghscheme with the corresponding numerical results
obtained using the theoreticatr scheme under various settings. The capacities of all bettlelinks are set t20.
The observation perioglin psris set to3 cycles to average out the random effects before recompptioygprtions.
The trunk reservation parametgris set t00.8 and the maximum permissible flow blocking parameteis set to
5. The table shows the proportions assigned to each path eadérsetting. In all the settings, the difference in
proportions between these two schemes is not significantin#enesting case shown in the table is thadatk
topology wherevcr assigns zero proportion to the alternative path 7 — 8 — 4 — 9 since it shares a bottleneck
link (4 — 9) with minhop paths. Th@sr scheme route8.021 proportion of flows to this path. This is because
psr has to route some flows to a path to probe its quality. Howexate that this is a small proportion and doesn’t
severely affect the performance. These results show thaisttscheme closely approximates e scheme.
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(a)isp (b)rand

Figure 10: Topologies used in performance evaluation

4 Performance Evaluation and Analysis

In this section, we evaluate the performance of the proptmedized QoS routing schenpesr and compare it with
the global QoS routing schemédest shortest patfwsp. We first describe the simulation environment and then
compare the performance p$randwspin terms of the overall blocking probability, routing sthtlygiand overhead.

4.1 Simulation Environment

Figure 10 shows the two topologiasp andrand, used in our study. Theptopology of an ISP backbone network is
also used in[1, 20]. Theandtopology is a random graph generated by GT-ITM [39] and usédd]. For simplicity,

all the links are assumed to be bidirectional and of equaadfpin each direction. Theand topology has three
types of links:thin, thick anddottedwhile isp topology has onlyhin links. All thin links have same capacity with
C1 units of bandwidth and similarly all thihick links haveCs units. Thedottedlinks are the access links and for the
purpose of our study their capacity is assumed to be infiRitays arriving into the network are assumed to require
one unit of bandwidth. Hence a link with capacitycan accommodate at masStflows simultaneously.

The dynamics of flows in the network is modeled as follows {lsirto the model used in [34]). A set of nodes
in the network is designated as capable of being sourcéidésth nodes of flows. In case @ndtopology, only the
nodes attached to ttuttedaccess links are assumed to be end points of flows. In casptopbology, we consider
two settings. In the first setting, all nodes are includedis $et and in the second setting, only thigorder nodes,
namelyl,2,5,6,11, 13, 14,15, 18 are included. Flows arrive at a source node according to ssBwiprocess with
rate \. The destination node of a flow is chosen randomly from thé@ydated set of hodes except the source node.
The holding time of a flow is exponentially distributed witreem1/u. Following [34], the offered network load
onispis given byp = ANh/uL,Cy, whereN is the number of source nodds, the number of links, and is the
mean number of hops per flow, averaged across all sourceratés pairs. Similarly the offered load aand is
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Figure 11: Impact of update interval

given byp = ANB/M(Llcﬁ + LyCy), whereL; and L, are the number ahin andthick links respectively. The
parameters used in our simulations éfe = 20, C, = 40, 1/ = 60 sec. The topology specific parameters are
N =18, L; = 60, h = 2.36 forispand N = 56, L; = 100, L, = 22, h = 4.38 for rand. The average arrival rate
at a source nodg is set depending upon the desired load.

The parameters in the simulation are set as follows by deférty change from these settings is explicitly
mentioned wherever necessary. The values for configurasieneters ipsraren = 3, ¥ = 5, andy = 0.8. For
each source-destination pair, all the paths between thensevength is at most one hop more than the minimum
number of hops are chosen as the candidate paths. The averager of candidatenfinhopandminhop+1) paths
used inpsrare5.16(1.39 + 3.77) in rand, and4.63(1.50 + 3.13) and5.20(1.53 + 3.67) respectively in the first and
the second settings @p. Each run simulates arrival af 000, 000 flows and the results corresponding to the latter
half of the simulation are reported here.

4.2 Blocking Probability

The performance avspandpsris compared by measuring the blocking probability undeiover settings. We first
present the impact of update interval on the performancespfand show how the blocking probability increases
rapidly as update interval is increased. We then demoedtiatadaptivity opsr by varying the overall load. Finally
we compare the performance of these two schemes under monrutoad conditions and show thpsr is better at
alleviating the effect of “hot spots”.

Varying update interval

Figure 11 compares the performanceadpandpsr for bothisp andrand topologies. The offered load was set to
0.60 in case ofisp and0.40 in case ofrand. The performance is measured in terms of the overall flowKihac
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Figure 12: Performance under varying load

probability, which is defined as the ratio of the total numbgblocks to the total number of flow arrivals. The
overall blocking probability is plotted as a function of thpdate interval used iwspfor periodic updates From
the figures, we see that as the update intervalsgincreases, the blocking probability wisprapidly approaches
that ofpsrand is worse for larger update intervals. In the casspiopology,psr performs better thawspwhen the
update interval is greater th&0 sec. Forrand topology, this crossover happens at a much smaller updesevéh

of less tharl0 sec. The reasons for this poor performancespare further investigated and explained later in this
section.

Varying offered load

We now illustrate the adaptivity gisr by varying the offered load. We initially offer a load 6f60 as was done
in the earlier simulation and then this overall load is dasesl t00.50 and again increased th65. We plot the
blocking probability undepsrandwspas a function of time in Figure 12. The performancavspis shown for two
update intervals30 sec andi0 sec. Starting with arbitrary initial proportiongsr quickly converges and performs
as well aswsp(60). When the load is decreasqusr adapts to the change and maintains its relative performance
Finally, when the load is increasedi®5, once again it reacts promptly and performs slightly bettanwsp60).
This leads us to study how the amount of load affects theivelperformance of these schemes.

Figure 13 shows the blocking performance of these two schama function of the offered network load. As
before, the performance is measured in terms of the oveoall flocking probability. The network load is varied
from 0.50 to 0.70 in caseisp and0.35 to 0.45 in case ofrand. The performance olvspis plotted for three update
intervals of30, 60 and90 for theisp case and similarly fob, 10, and15 in case ofrand. It is clear thajpsr performs
as well aswvsp60) at low loads and better at high loads. In caseanfd, psr's performance is better thamspwith

"Note that blocking performance wfspwith threshold triggered updates with hold-down timer T Wdde no better than periodic updates
with update interval T. The difference is in the amount of afgdnessage overhead.
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an update interval af0 sec. The poor performance wkpparticularly in case ofand is investigated and explained
below. So far, we assumed the first settingspfwhere any node can potentially be a source or a destinatioihe w
in rand, only a few nodes are considered to be end points of flows. dduses the traffic distribution across the
network to be more unbalancedrand than inisp andwspperforms poorly under such a setting. To illustrate this,

we have compared the performance of these schemes igspa@th non-uniform load conditions and the results are
described below.

Varying non-uniform traffic

Itis likely that a source node receives a larger number ofdlma few specific destinations [6], i.e, a few destinations
are “hot”. ldeally a source would like to have more up-toedaiew of the QoS state of the links along the paths to
these “hot” destinations. In the casewsp this requires more frequent QoS state updates, resutiimcieased
overhead. But in the case psr, because of its adaptivity and statistics collection maeidm, a source does have
more accurate information about the frequently used randshus alleviates the effect of “hot spots”. We illustrate
this by introducing increased levels of traffic betweenaiarpairs of network nodes (“hot pairs”), as was done in
[1]. Apart from the normal load that is distributed betwed#lisaurce-destination pairs, an additional load (hot load)
is distributed among all the hot pair nodes. The hot pairsehdorisp topology are(2, 16), (3,17), and(9, 11).

We consider three scenarios undga. In scenario I, a load di.50 is offered uniformly among all the nodes as
was done in earlier simulations. In scenario I, an additidoad of0.05 is offered between hot pairs only and in
scenario Ill this additional load is further increasedtt0. Figure 14 shows the blocking performance of the two
schemes under different scenarios as a function of timeetdsckenario I, starting with arbitrary initial proportigns
psr quickly converges to a stable state where its blocking gitibais similar to that ofwsg60). But in scenario
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Il with additional load between hot pairpsr approaches the performancevasp30) and even better in scenario
Il where the load between hot pairs is higher. These redlltstrate the degradation in performancevedpand
improvement in relative performance p$r under non-uniform load conditions.

We have further investigated the impact of non-uniform loadhe relative performance of these schemes by
varying the amount of non-uniform load. First, we considex second setting aép where load is offered only
between the border nodes. This is a reasonable setting thiese edge nodes are likely to be ingress and egress
nodes for flows passing through this domain. We ran the simukvarying the load on border nodes from5 to
0.40. Figure 15(a) shows the results of these simulations. ltbeaseen that, across all loagsy performs better
thanwspwith 30 sec update interval. We then fixed the load on border nod@gf&aand varied the additional load
offered on hot pairs. Figure 15(b) shows the blocking penfonce of the schemes as a function of the additional
load. When there is no additional load on hot pairs, perfoicaafpsris similar towsf(30). As the additional load
on hot pairs increasepsr does progressively better in comparisomigpand at hot load of.10 it performs as well
aswspwith an update interval of5 sec and even better at higher hot loads. This not only shosvhrttitation of
global routing schemes suchwaspbut also illustrates the self-adaptivity of localized podjpnal routing schemes
such agstr.

4.3 Heterogeneous Traffic

The discussion so far is focussed on the case where the tedffianogeneous, i.e., all flows request for one unit of
bandwidth and their holding times are derived from the saxpemential distribution with a fixed mean value. Here
we study the applicability gbsrin routing heterogeneous traffic where flows could requeastdoying bandwidths
with their holding times derived from different distribatis. We demonstrate thasr is insensitive to the duration

of individual flows and hence we do not need to differentiadevél based on their holding times. We also show that
when the link capacities are considerably larger than thesaye bandwidth request of flows, it may not be necessary
to treat them differently and hengsr can be useds isto route heterogeneous traffic.

Consider the case of traffic with types of flows, each flow of type having a mean holding tim&/.; and
requesting bandwidtt®;. Let p; be the offered load on the network due to flows of typahere the total offered
load,p = Zle pi. The fraction of total traffic that is of type ¢; = p;/p. The arrival rate of type flows at a source
node,); is given by\; = p;u; LC /N hB;, which is an extension of the formula presented in Sectidn®o account
for the heterogeneity of traffic, bandwidth blocking ratouised as the performance metric for comparing different
routing schemes. The bandwidth blocking ratio is definechasratio of the bandwidth usage corresponding to
blocked flows and the total bandwidth usage of all the offéraific. Suppos#; is the observed blocking probability

ko b\ B;

for flows of typei, then the bandwidth blocking ratio is given By:>—%—. In the following, we compare the

1777

=l R . . . ..
performance ofpsr andwsp measured in terms of bandwidth blocking ratio, under chffi¢ traffic conditions,
varying the fractions; to control the traffic mix.
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Figure 16: Performance under traffic with mixed holding time

Mixed holding times

We now examine the case of traffic withtypes of flows that request for the same amount of bandwidgy, i
By = By = 1, but with different holding times. We consider three sc@sarIn the first scenario, both types of
flows have their holding times derived from exponentialribisition but their means are differeri) and 120 sec.

In the second scenario, both types have the same mean htildiea@f 60 sec but their distributions are different:
exponential and pareto. In the third scenario, holding $imieboth types of flows follow pareto distribution but their
means are differenti0 and120 sec. In all these scenarios, a load)efo is offered between the border nodessp
Figure 16 shows the performancepsr andwspunder different scenarios.

Consider the first scenario where typdlows areshort (J—l = 60 sec) and type flows arelong (J—l =120
sec), but both are exponentially distributed. Figure 16fews the bandwidth blocking ratio plotted as a function
of the fraction¢, corresponding to short flows. It is quite evident that thefqrerance ofwsp degrades as the
proportion ofshortflows increases while that gisr stays almost constant. The behaviomapis as expected since
the shorter flows cause more fluctuation in the network Qads atad the information at a source node becomes more
inaccurate as the QoS state update interval gets larg¢ivecla flow dynamics. On the contrargsr is insensitive
to the duration of flows.

In the second scenario, a fraction of flows have their holdimgs derived from a pareto distribution while the
rest have their holding times derived from an exponentisiridbution. The mean holding time of both the types
is the same0 sec. The pareto distribution is heavy tailed with its taihirolled by ashapeparameter. We have
experimented with different shape values in the rageto 2.5 and found that results are similar. The results
reported here correspond to a shape valug 2f In Figure 16(b), bandwidth blocking ratio is plotted as adtion
of the fraction of pareto type flows. As the fraction of paréavs increases, the blocking undesp(30) increases
while it stays almost same undesp(15). The number of short (much less than mean holding time) fem@gnore
under the pareto distribution than the exponential distiiim because of the long tail of pareto. Consequently,
update interval has to be small to capture the fluctuatiorstdwsuch short flows. That is why the performance of

24



51 X pst —e—
N wsp (15) -------
wsp (30) B

5 psr —e— 4+
wsp (15) ===--=-
wsp (30) e

bandwidth blocking ratio (%)
bandwidth blocking ratio (%)

fraction of small flows fraction of small flows
(a) link capacity = 20 (b) link capacity = 40
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wsH(30) degrades whilevs15) is not affected. The relative performance of these schémé#te third scenario
is similar to the first scenario with short and long flows. Arportant thing to note is that in all the scenarios the
performance opsris insensitive to the holding times of flows.

The behavior opsris not surprising since Erlang formula is known to be apjblieeven when the flow holding
times are not exponentially distributed and blocking pholitg depends only on the load, i.e., the ratio of arrival
rate and service rate. For the above case of two types of ftbergggregate arrival ratg, is given byh = A1 + Ao
and the mean holding timd,/u, is given by% = ;—Mlﬁh + J—“lﬁfh. This heterogeneous traffic can then be
treated as equivalent to homogeneous traffic with arriial xamean holding timé /;. and the corresponding load
A p = M/p + A2/ue. So for a given load, the blocking probability would be thensarrespective of the mean
holding times of individual flows. That is why the performanaf the theoretical schemecr depends only on the
overall offered load and not on the types of traffic. The pcatischemepsralso behaves similarly and henpsr

can be employeds isto route flows with mixed holding times.

Varying bandwidth requests

Now, consider the case of traffic withtypes of flows, each requesting fdifferent amount of bandwidtbut having
the same mean holding time. The bandwidth requests of floevdenived uniformly from a ranged.5 to 1.5 for
smallflows and1.5 to 2.5 for large flows, i.e., the mean bandwidth of small flowslisvhile it is 2 for large flows.
The holding times of all the flows are drawn from an exponéuigribution with mear60 sec. The performance is
measured varying the mix of small and large flows. Figure )1Slfaws the bandwidth blocking ratio as a function
of the fraction of small flows. First thing to note is thadr performs poorly when the majority of flows are large.
However, as the number of small flows increases, it appr@atite performance ovs30). The reason is that
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routing undermsr is independent of the amount of bandwidth requested widpis conscious of the bandwidth
requested. However, when the link capacity is much largam thflow’s bandwidth requegisr performs fine even
though it is unconscious of the requested amount. To ilitistihis, we increased the capacity of all linkst@oand
measured the performance of both the schemes under siwddrdonditions as the previous case. Figure 17(b)
shows thapsr performs as well assg30) when all the flows are large and approactes(15) as the number of
small flows increases. In the following, we argue furthet thlaen bandwidth requests are significantly smaller than
the link capacity, it is not necessary fosr to differentiate between different bandwidth requests.

In [31], it was shown that when the capacity of a link is lartfes blocking probability of a flow of typé can
be approximated as follows. Suppose that tyflew requests forl; units of bandwidth and the load of typdélows

on link I is j. The blocking probability for type flows on link  is given bybj = % E(2=4% o) wheres is

an “equivalent rate” given by = % In other words, the ratio of blocking probabilities of floypesi and
would be same as the ratio of their blandwidth requests,g]@.m, g—] This implies that}lL = g— i.e., the blocking
rate of flows of a type is proportional to their fraction in ttotal offered load. Consequently, performance of a
equalization based proportional routing scheme would breesaith or without categorizing the flows into different
classes. Howevepsr has to be extended to route flows with relatively large badtiwiequests, since it is possible
that a path that is good for one bandwidth request may not &e ®asible for another bandwidth request. In such
a case, since the amount of bandwidth requested by a flow wrkabthe time of path selection, it makes sense to
utilize this knowledge in categorizing them into bandwidthsses and routing them accordingly. Considering that
in practice link capacities are much larger than an indizidlow’s bandwidth requespsr can be useds isto route
heterogeneous traffic in most cases.

4.4 Sensitivity ofpsr

We now study the sensitivity qfsrto the settings of its configurable parameterandy. These parameters control
the observation period between successive computatiopsopbrtions. Whilen specifies the number of cycles
in an observation periody gives the number of blocks permitted per path in a cycle and thdirectly controls
the length of a cycle. We have experimented with severahgstof (;,4) and here we present the results of three
different settings{(1, 1), (3,5), and(5, 10) in Figure 18. Two separate graphs are shown for readabiliig. traffic
patterns and loads are varied to see the adaptivifysoiinder different settings. In scenario |, a load0dd5 is
offered between border nodes and in scenario I, an additimad of0.05 is offered between hot pairs only and
this hot load is increased 10 in scenario lll. Under all settingqsr adapts quickly to traffic scenario changes.
But psr(3, 5) blocks lesser flows thapsr(1, 1) while no discernible difference betwepar(3, 5) andpsr(5, 10). The
performance difference betwepar(1, 1) andpsi(3, 5) is more evident in scenario 11l where the overall offereado
is high. In general, fewer the blocks permitted in a cyclsséz the effect of proportional routing. Relatively longer
cycles are needed to get a good estimate of right proportiatsn, from the perspective of stability it is better to
change proportions gradually to reduce oscillations. Filoese results, we observe ti3atycles and blocks per
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Figure 18: Performance @isr under different {,7) settings
path per cycle seem to work fine and beyond pisatis relatively insensitive to its parameter settings.

4.5 Routing Stability

An essential feature of a good routing scheme is its abititgavioid routing oscillations and thus ensure stability.
It was shown [35] that out-of-date information due to largpdate intervals can cause route flapping in schemes
such asvsp When the utilization on a link is low, an update causes algburce nodes to prefer routes along this
path, resulting in a rapid increase in its utilization. Sarly when the utilization is high, an update causes all the
sources to shun this link and consequently its utilizatieardases as the existing flows depart. This synchronization
problem is inherent in any global information exchange 8&3eS routing schemes suchvasp On the other hand,
the psr scheme doesn'’t exhibit such route flapping behavior. Thexdveo fundamental reasons for the stability
of psr. First, inpsreach source performs routing based on its dvaal viewof the network state. Routing based
on such a “customized view” avoids the undesirafyachronized mass reactidhat is inherent in QoS routing
scheme based on a global view. Secgutdoes proportional routing with a proportion assigned toth peflecting

its quality. A relatively better path is favored by sendiagger proportion of traffic to it. It doesn't pick just one
“best” path. The psr can also cause higher fluctuation oooaly at the end of a cycle due to making some paths
ineligible and routing all the load along one or a few eligilplaths. However, as proportions stabilize, duration of
such fluctuations tend be smaller. Considering all this \&@rcthat a localized proportional routing scheme such as
psris intrinsically more stable than a global best-path rapgoheme such agsp
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4.6 Routing Overhead

We now take a close look at the amount of overhead involvetiésd two routing schemes. This overhead can be
categorized into path selection overhead and informatilection overhead. We discuss these two separately in
the following.

The wsp scheme selects a path by first pruning the links with insefficiavailable bandwidth and then per-
forming a variant of Dijkstra’s algorithm on the resultingagh to find the shortest path with maximum bottleneck
bandwidth. This takes at lead( E log V) time whereN is the number of nodes arid is the total number of links
in the network. Assuming precomputation of a set of pdttie each destination to avoid searching the whole graph
for path selection, it still need to traverse all the linkdluése precomputed paths. This amounts to an overhead of
O(L), whereL is the total number of links in the sé&. On the other hand, the path selectiorpar is simply an
invocation ofwrrps whose worst case complexity i%(|R|) which is much less tha@® (L) for wsp

Now consider the information collection overhead.wap each source acquires a network-wide view on the
status of links through link state updates. Every routeresponsible for maintaining QoS state and generating
updates about all the links adjacent to it. These updateseareeither periodically or after a significant change
in the resource availability since the last update. Theypaopagated to all the routers in the network through
flooding. As in OSPF [22] each router is responsible for naditihg a consistent QoS state database. This incurs
both communication and processing overhead. In contiast,auters employingsr scheme do not exchange any
such updates and thus completely do away with this overh€@ady source routers need to keep track of route
level statistics and recompute proportions after everendagion period. Statistics collection psr involves only
increment and decrement operations costing only constaatger flow. The proportion computation procedure in
psritself is extremely simple and costs no more tlianR)).

5 Related Work

The problem of QoS routing has been addressed in severaxtena survey of which can be found in [15]. The
work more relevant to ours is the distributed routing schpmposed in [16] where a set of multiple paths are probed
in parallel, using tickets, for a satisfactory path. Howetleis approach requires the distribution and processing o
these tickets by intermediate nodes. Minimum interferaciing [12] is a scheme proposed recently that selects
a path that interferes least with the routing of future floWhile this scheme provides good routing performance,
it has significant computational overhead. The proportiooating approach presented in this paper achieves the
similar effect by gradually adapting the flow proportionsigeed to paths based on their blocking probabilities
which is an indirect measure of interference of paths.

It is interesting to contragisr with some of the dynamic routing schemes proposed in theegbof telephone
networks. Here we consider two such schemes based on stiagkipg and learning automata that make use of the
feedback information regarding flow admission or rejecfmmrouting future flows.
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Table 2: Comparison of blocking under various routing scbem

Topology Scenario psr rsr Lr _cp | Lr_p
fork (3) v =145 5.12 | 7.67 8.06 6.51
fork (3) cy = 10,¢3 = 5,vs =25 6.38 | 9.72 9.18 8.35
kite Vs, = 22,05, =22 4.24 | 5.59 5.84 5.12
kite Vs, = 25,05, = 15 2.12 | 3.58 3.81 3.65
duck v =30 4.57 | 9.13 7.35 6.88
fish vs, =20,vs, =15,v5, = 5,05, =10 | 1.02 | 4.40 4.26 3.07

5.1 Sticky Random Routing

The dynamic alternative routingdar) is a well known routing scheme [9] where a source alwegs the direct
one-link path to the destination first and in case of a cracklohooses a two-link path usirsgicky random routing
(srr). Since in our setting we do not consider re-routingstin scheme (equivalent @ar with a dummy direct link)

is used for comparison. Ther scheme remembers a path knowrpesferredpath for each destination. A flow to

a destination is always routed through its correspondimdepred path. If the connection setup is successful, the
preferred path remains same. But in case of a failure, theiflblocked and a new preferred path is chosen randomly
from set of feasible paths to that destination excludingctiveent preferred path. Trer scheme essentially sticks
to a path as long as it can accommodate offered traffic.

The analysis oflar presented in [9] observes thddr equalizes the blocking rates over two-link paths for each
source destination pair. It claims that overflow streanss, flows directed to two-link paths, unddar can be
modeled as if they arise from proportional routing, withgmdions depending on the blocking rates of links. But
it also cautions that the approximation procedure usedarattalysis could break down if the overflow is large and
needs to be spread over a number of alternatives. This isphethe case with networks like Internet that may have
more than one minhop path and many alternative paths beteadnsource-destination pair.

5.2 Learning Automata based Routing

An application of automata to the routing problem is givenNgrendra and Mars [24]. The incoming flows are
offered to a pathr according to a probability distributiom., which is updated using feedback information regarding
flow admission or rejection. These schemes reward a path @hwatflow is successful and punish a path on which
a flow fails. If a routei is chosen at time and the flow is successful, then updating is

pi(n +1) = pi(n) + a(l = pi(n))

pi(n+1) = (1 —a)pj(n) j#i

while if the flow fails
pi(n+1) = (1 —¢€)pi(n))
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piln+1) = ——=+ (1= ep;(n) j#i

whereq ande are adjustable parametefs< a < 1, 0 < € < 1 with e small compared witlx, anda is itself
usually small, so that the updating is gradual. Under aedasumptions [23, 36] show thAf; .p automata tends
to approximately equalize blocking probabilitiés, while L p automata for whickk = a in the above equalizes
blocking rates,.b,,). One problem with these schemes is that no account is tdke tength of the path.

5.3 Comparison with psr

The above schemes are compared withpgliescheme by simulating them and observing their performanderu
different settings. The parameteranda in Lr_.p, were set td).01 and0.02 respectively. Similarly fol.z_.p the
settings were = a = 0.01. Table 2 compares the overall blocking under these scheonefierent topologies and
load conditions. The capacities of all bottleneck links sgeto20 except in one case wherg = 10 andes = 5. It
can be seen that in all casesr performs better than the other schemes.

6 Conclusions and Future Work

This paper focused olocalized QoS routing schemes where the edge routers make routingiaesiusing only
“local” information. Such an approach to proportional ingthas several advantages: minimal communication
overhead, no processing overhead at core routers, and epleyability. As a first step towards designing a simple
localized scheme, we developeiitual capacity based routingvcr), a theoretical scheme based on the notion of
virtual capacityof a route. We then proposeuoportional sticky routingpsr), an easily realizable approximation of
vcr and analyzed its performance. We demonstrated throughssxéesimulations thaisr scheme is indeed simple,
stable, and adaptive. We have also shown that the propobkethsds insensitive to the durations of flows and also
that when the link capacities are significantly larger thandwidth requests of flowpsr scheme can be employed
as isto route heterogeneous flows. We have compared the perfoentdipsr with wspand shown thapsr performs
as well asvspeven at smaller update intervals. In particular, we fouradibkr performs better thawspwhen higher
load is offered from fewer sources and when the flows are atshduration and smaller bandwidth. We conclude
that thepsr scheme, with low overhead and comparable performance, imbtevalternative to global QoS routing
schemes such agsp

The localized approach to proportional routing is simpld bas several important advantages. However it has
a limitation that routing is done based solely on the infdioracollected locally. A network node under localized
QoS routing approach can judge the quality of paths only lyimg some traffic along them. It would have no
knowledge about the state of the rest of the network. Whibeptoportions for paths are adjusted to reflect the
changing qualities of paths, the candidate path set iteglfins static. To ensure that the localized scheme adapts
to varying network conditions, many feasible paths havestonlade candidates. It is not possible to preselect a few
good candidate paths statically. Hence it is desirablepplement localized proportional routing with a mechanism
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1. PROCEDURE wrrps()
2. Fori=1,2,...,k
3. If IWit1 < wy, andW; < wp, N
k . total number of paths in séte!9. i+1 < Wy i1firy = Wri Vit
. N 4. br eak
T ;. path associated with index 5 Set W W n
. 1 = 1 Wy, — Wp;
wy; : weight associated with path. 5 ot NH'I v l+1+ re T
Ny number of times path; was selected. ' il T N T g T iy
7. Swap r; andr;yq
l run length of the most recently selected path.
W R o 8. Set 1 =0
v s | w”+1+ | Wres 9. Set nyy =npy + LNy = Nog +1;
: T T w 10.  Set l=1+1
(a) notation 11. Returnro
12. END PROCEDURE

(b) path selection

Figure 19: Thawrrps procedure

that dynamically selects a few good candidate paths. Wepgeazpsuch a hybrid approach in [28] where a few widest
disjoint paths are selected as candidates based on infridgggobally exchanged link state metrics and flows are

proportioned among these candidate paths based on locdlibgted path state metrics. We have also extended our
proportional routing approach to provide hierarchicaltirmgiacross multiple areas in a large network. More details

can be found in [29].

Appendix: Weighted Round Robin Procedure for Path Selectia

Given a setk° of eligible paths and their associated proporti¢as, » € R9}, wrrps picks a path- € R®/9 based
on its weight,w, = m Instead of using a probabilistic method such as pickingth pavith probability
w,, we opt to employ a deterministic algorithm to ensure that fiooportions are preserved within as small a time
window as possible. This is implemented by using a detestiinsequence of paths which has the property that
the paths are distributed periodically with a frequencyachitilosely approximates the prescribed flow proportions.
This is implemented by generating a sequence of paths teaepres flow proportions within as small a window as
possible. This sequence is generatedvorps on the fly: for an incoming flowwrrps generates the next path in the
sequence and routes the flow along the path.

Thewrrps procedure is shown in Figure 19. It keeps track of the numbemes each path was selected. )
and the run lengthl) of the most recently selected path. It maintains an ordisedf paths and the first path in
the list is selected as long it satisfies both the followingstmints: 1) its weight is more than its run length times
the weight of the rest of patheW; < w;,,); 2) ratio of number of times it was selected and the numbénaés all
others were selected is less than or equal to the ratio ofitghwand weight of the rest of pathg{n,, < w,,N1).
Otherwise this path is pushed down the order and the runHeegeset to 0. Then it returns the first path in the

list. A samplewrrps generated sequence where the current eligiblekééthas four paths, ry, r3 andr, with
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weights1/2,1/4,1/8, and1/8 respectively isry ry 7 73 r1 79 71 74 71 T2 71 T3 . ThiS Sequence has the property
that in every window of siz& there is anr; and anr; in every window of sizel. Similarly oners and oner, in all
windows of size8. Assuming that up to the last{ are the paths chosen so far, the next path selected on the fly by
thewrr path selector would be;. Note also that every time the eligible path &9 changes, a new sequence is
generated, and flows arriving thereafter are thus routeorditg to this new sequence.
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